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DEPARTMENT OF DEFENSE

Department of the Army

Environmental Assessment and
Finding of No Significant Impact for
the Transfer of Administrative Control
and Relinquishment of Approximately
13,150 Acres of Fort Wingate Army
Depot

AGENCY: Department of the Army, DOD.
ACTION: Notice of availability.

SUMMARY: In accordance with Public
Law 100–526, the Defense
Authorizations and Amendments and
Base Closure and Realignment Act of
1988, the Defense Base Closure and
Realignment Commission recommended
the closure of Fort Wingate Army Depot
(FWAD), New Mexico. This
recommendation became law on January
5, 1989. The Department of Defense will
transfer administrative control and
relinquishment of approximately 13,150
acres of the approximately 22,000 acre
Fort Wingate Army Depot. The
Secretary of Defense has determined
that no further military need for this
portion of the property exists and the
Secretary of the Interior has agreed that
the lands are suitable for return to the
public domain. The relinquishment of
this property to the Department of the
Interior is required by the Federal Land
Policy and Management Act of 1976 (43
United States Code Annotated (USCA)
1701 et seq.).

The environmental assessment
evaluates the environmental impacts
associated with the transfer of
administrative control and
relinquishment of approximately 13,150
acres of the approximately 22,000
FWAD.

The action will not alter the baseline
environmental conditions at FWAD. No
construction, mission change,
demolition or other such physical
actions will occur. Therefore, there
would be no impacts on air quality,
transportation, water supply,
wastewater systems, solid waste,
infrastructure, energy, communications,
and socioeconomic resources such as
housing, schools, and health and safety
services. Accordingly, a Finding of No
Significant Impact has been prepared.
DATES: Inquiries will be accepted within
15 days of the publication of this Notice
of Availability.
ADDRESSES: Copies of the
Environmental Assessment and Finding
of No Significant Impact can be
obtained by writing to the U.S. Army
Corps of Engineers, Mobile District,
ATTN: CESAM–PD–EC (Mr. Doug
Nester), Mobile, Alabama 36628–0001

or by calling Mr. Nester at 334–694–
3854 within 15 days of the date of the
publication of this notice.
FOR FURTHER INFORMATION CONTACT:
Mr. Doug Nester at 334–694–3854.

Dated: August 18, 1995.
Raymond J. Fatz,
Acting Deputy Assistant Secretary of the
Army (Environment, Safety and Occupational
Health) OASA (I,L&E).
[FR Doc. 95–21198 Filed 8–24–95; 8:45 am]
BILLING CODE 3710–08–M

Office of the Secretary

Telecommunications Service Priority
System Oversight Committee

AGENCY: Department of Defense,
National Communications System.
ACTION: Notice of meeting.

A meeting of the Telecommunications
Service Priority (TSP) System Oversight
Committee will convene Wednesday,
September 13, 1995 from 9 a.m. to 4:30
p.m. The meeting will be held at Sprint
International, 12524 Sunrise Valley
Drive, Reston, VA.
—Opening/Administrative Remarks
—Review April 20–21, 1995 Meeting

Summary
—TSP Program Office Activities
—TSP Outreach Activities
—Reconciliation/Revalidation Process
—Cellular Priority Access Service

Update
—Telecommunications Legislation
—New Technology Briefing
—Old Business/New Business

Anyone interested in attending or
presenting additional information to the
Committee, please contact the LCDR
Angela Abrahamson, Manager, TSP
Program Office, (703) 607–4930, or Betty
Hoskin (703) 607–4932 by August 25,
1995.

Dated: August 21, 1995.
L.M. Bynum,
Alternate OSD Federal Register Liaison
Officer, Department of Defense.
[FR Doc. 95–21100 Filed 8–24–95; 8:45 am]
BILLING CODE 5000–04–M

Privacy Act of 1974; Notice to Amend
a Record System

AGENCY: Office of the Secretary of
Defense, DOD.
ACTION: Notice to amend a record
system.

SUMMARY: The Office of the Secretary of
Defense proposes to amend one system
of records in its inventory of record
systems subject to the Privacy Act of
1974 (5 U.S.C. 552a), as amended.

DATES: The amendment will be effective
on September 25, 1995, unless
comments are received that would
result in a contrary determination.
ADDRESSES: Send comments to Chief,
Records Management and Privacy Act
Branch, Washington Headquarter
Services, Correspondence and
Directives, Directives and Records
Division, 1155 Defense Pentagon,
Washington, DC 20301–1155.
FOR FURTHER INFORMATION CONTACT: Mr.
Dan Cragg at (703) 695–0970 or DSN
225–0970.
SUPPLEMENTARY INFORMATION: The Office
of the Secretary of Defense notices for
systems of records subject to the Privacy
Act of 1974 (5 U.S.C. 552a), as amended,
have been published in the Federal
Register and are available from the
address above.

The Office of the Secretary of Defense
proposes to amend one system of
records in its inventory of record
systems subject to the Privacy Act of
1974 (5 U.S.C. 552a), as amended.

The proposed amendments are not
within the purview of subsection (r) of
the Privacy Act (5 U.S.C. 552a), as
amended, which would require the
submission of a new or altered system
report. The specific changes to the
record system being amended are set
forth below followed by the notice, as
amended, published in its entirety.

Dated: August 14, 1995.

Patricia L. Toppings,
Alternate OSD Federal Register Liaison
Officer, Department of Defense.

DWHS P27

SYSTEM NAME:
Department of Defense (DOD)

Pentagon Building Pass File (August 27,
1993, 58 FR 45325).

CHANGES:

* * * * *

CATEGORIES OF RECORDS IN THE SYSTEM:
Following ’place of birth’, insert

’Social Security Number, race,
citizenship, and access investigation
completion date,’.
* * * * *

DWHS P27

SYSTEM NAME:
Department of Defense (DOD)

Pentagon Building Pass File.

SYSTEM LOCATION:
Security Services, Defense Protective

Services, Washington Headquarters
Services, 1155 Defense Pentagon,
Washington DC 20301–1155.
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